

EXHIBIT H
BUSINESS ASSOCIATE AGREEMENT 

This Business Associate Agreement (“Agreement”) between the Missouri Consolidated Health Care Plan (hereinafter “Covered Entity” or “MCHCP”) and Banking Company. (hereinafter “Business Associate”) is entered into as a result of the business relationship between the parties in connection with services requested and performed in accordance with the 2019 Banking and Investment Services RFP (“RFP”) and under Contract #2019-BFS-01, as renewed and amended, (hereinafter the “Contract”).  

This Agreement supersedes all other agreements, including any previous business associate agreements, between the parties with respect to the specific matters addressed herein.  In the event the terms of this Agreement are contrary to or inconsistent with any provisions of the Contract or any other agreements between the parties, this Agreement shall prevail, subject in all respects to the Health Insurance Portability and Accountability Act of 1996, as amended (the “Act”), and the HIPAA Rules, as defined in Section 2.1 below.

1 Purpose. 

The Contract is for Banking Services.
The purpose of this Agreement is to comply with requirements of the Act and the implementing regulations enacted under the Act, 45 CFR Parts 160 - 164, as amended, to the extent such laws relate to the obligations of business associates, and to the extent such laws relate to obligations of MCHCP in connection with services performed by Banking Company for or on behalf of MCHCP under the Contract.  This Agreement is required to allow the parties to lawfully perform their respective duties and maintain the business relationship described in the Contract.  

2 Definitions.  

2.1 For purposes of this Agreement:

“Business Associate” shall generally have the same meaning as the term “business associate” at 45 CFR § 160.103, and in reference to this Agreement, shall mean Banking Company. 

“Covered Entity” shall generally have the same meaning as the term “covered entity” at 45 CFR § 160.103, and in reference to this Agreement, shall mean MCHCP. 

“HIPAA Rules” shall mean the Privacy, Security, Breach Notification, and Enforcement Rules set forth in 45 CFR Parts 160 and 164, as amended.

2.2 Unless otherwise expressly stated in this Agreement, all words, terms, specifications, and requirements used or referenced in this Agreement which are defined in the HIPAA Rules shall have the same meanings as described in the HIPAA Rules, including but not limited to: breach; data aggregation; designated record set; disclose or disclosure; electronic media; electronic protected health information (“ePHI”); family member; genetic information; health care; health information; health care operations; individual; individually identifiable health information; marketing; minimum necessary; notice of privacy practices; person; protected health information (“PHI”); required by law; Secretary; security incident; standard; subcontractor; transaction; unsecured PHI; use; violation or violate; and workforce.

2.3 To the extent a term is defined in the Contract and this Agreement, the definition in this Agreement, subject in all material respects to the HIPAA Rules, shall govern.  
2.4 Notwithstanding the forgoing, for ease of reference throughout this Agreement, Business Associate understands and agrees that wherever PHI is referenced in this Agreement, it shall be deemed to include all MCHCP-related PHI in any format or media including paper, recordings, electronic media, emails, and all forms of MCHCP-related ePHI in any data state, be it data in motion, data at rest, data in use, or otherwise.
3 Obligations and Activities of Business Associate.  

3.1 Business Associate agrees to not use or disclose PHI other than as permitted or required by this Agreement or as required by law.
3.2 Appropriate Safeguards. Business Associate agrees to implement, maintain, and use appropriate administrative, physical, and technical safeguards, and fully comply with all applicable standards, implementation specifications, and requirements of Subpart C of 45 CFR Part 164 with respect to ePHI, in order to: (i) ensure the confidentiality, integrity, and availability of ePHI created, received, maintained, or transmitted; (ii) protect against any reasonably anticipated threats or hazards to the security or integrity of such information; and (iii) protect against use or disclosure of ePHI by Business Associate, its workforce, and its subcontractors other than as provided for by this Agreement.  
3.3 Subcontractors. Pursuant to §§ 164.308(b)(2) and 164.502(e)(1)(ii), Business Associate agrees it will not permit any subcontractors to create, receive, access, use, maintain, disclose, or transmit PHI in connection with, on behalf of, or under the direction of Business Associate in connection with performing its duties and obligations under the Contract unless and until Business Associate obtains satisfactory assurances in the form of a written contract or written agreement in accordance with §§ 164.504(e) and 164.314(a)(2) that the subcontractor(s) will appropriately safeguard PHI and in all respects comply with the same restrictions, conditions, and requirements applicable to Business Associate under the HIPAA Rules and this Agreement with respect to such information.
In addition to the forgoing, and in accordance with the Contract, Business Associate agrees it will not permit any subcontractor, or use any off-shore entity, to perform services under the Contract, including creation, use, storage, or transmission of PHI at any location(s) outside of the United States.
3.4 Reports to MCHCP. Business Associate agrees to report any use or disclosure of PHI not authorized or provided for by this Agreement, including breaches of unsecured PHI and any security incident involving MCHCP to MCHCP in accordance with the notice provisions prescribed in this Section 3.4.  For purposes of the security incident reporting requirement, the term “security incident” shall not include inconsequential incidents that occur on a daily basis, such as scans, “pings,” or other unsuccessful attempts to penetrate computer networks or servers containing ePHI maintained or transmitted by Business Associate. 
3.4.1 The notice shall be delivered to, and confirmed received by, MCHCP without unreasonable delay, but in any event no later than three (3) business days of Business Associate’s first discovery, as discovery is described under § 164.410, of the unauthorized use or disclosure, breach of unsecured PHI, or security incident.  

3.4.2 The notice shall be in writing and sent to both of the following MCHCP workforce members and deemed delivered only upon personal confirmation, acknowledgement or receipt in any form, verbal or written, from one of the designated recipients: 
· MCHCP’s Privacy Officer ( currently, Jennifer Stilabower, (573) 522-3242, Jennifer.Stilabower@mchcp.org, 832 Weathered Rock Court, Jefferson City, MO 65101

· MCHCP’s Security Officer ( currently, Bruce Lowe, (573) 526-3114, Bruce.Lowe@mchcp.org, 832 Weathered Rock Court, Jefferson City, MO 65101

If, and only if, Business Associate receives an email or voicemail response indicating neither of the intended MCHCP recipients are available and no designee(s) confirm receipt within eight (8) business hours on behalf of one or both of the above-named MCHCP Officers, Business Associate shall forward the written notice to their primary MCHCP contact with copies to the Privacy and Security Officers for documentation purposes. 

3.4.3 The notice shall include to the fullest extent possible:
a) a detailed description of what happened, including the date, time, and all facts and circumstances surrounding the unauthorized use or disclosure, breach of unsecured PHI, or security incident;

b) the date, time, and circumstances surrounding when and how Business Associate first became aware of the unauthorized use or disclosure, breach of unsecured PHI, or security incident;

c) identification of each individual whose PHI has been, or is reasonably believed by Business Associate to have been involved or otherwise subject to possible breach; 

d) a description of all types of PHI known or potentially believed to be involved or affected;

e) identification of any and all unauthorized person(s) who had access to or used the PHI or to whom an unauthorized disclosure was made; 

f) all decisions and steps Business Associate has taken to date to investigate, assess risk, and mitigate harm to MCHCP and all potentially affected individuals;

g) contact information, including name, position or title, phone number, email address, and physical work location of the individual(s) designated by Business Associate to act as MCHCP’s primary contact for purposes of the notice triggering event(s);

h) all corrective action steps Business Associate has taken or shall take to prevent future similar uses, disclosures, breaches, or incidents; 

i) if all investigatory, assessment, mitigation, or corrective action steps are not complete as of the date of the notice, Business Associate’s best estimated timeframes for completing each planned but unfinished action step; and

j) any action steps Business Associate believes affected or potentially affected individuals should take to protect themselves from potential harm resulting from the matter.

3.4.4 Business Associate agrees to cooperate with MCHCP during the course of Business Associate’s investigation and risk assessment and to promptly and regularly update MCHCP in writing as supplemental information becomes available relating to any of the items addressed in the notice. 

3.4.5  Business Associate further agrees to provide additional information upon and as reasonably requested by MCHCP; and to take any additional steps MCHCP reasonably deems necessary or advisable to comply with MCHCP’s obligations as a covered entity under the HIPAA Rules. 

3.4.6 Business Associate expressly acknowledges the presumption of breach with respect to any unauthorized acquisition, access, use, or disclosure of PHI, unless Business Associate is able to demonstrate otherwise in accordance with § 164.402(2), in which case, Business Associate agrees to fully document its assessment and all factors considered and provide MCHCP no later than ten (10) calendar days following Business Associate’s discovery with its complete written risk assessment, conclusion reached, and all documentation supporting a conclusion that the unauthorized acquisition, access, use, or disclosure of PHI presents a low probability that PHI has been compromised. 

3.4.7 The parties agree to work together in good faith, making every reasonable effort to reach consensus regarding whether a particular circumstance constitutes a breach or otherwise warrants notification, publication, or reporting to any affected individual, government body, or the public and also the appropriate means and content of any notification, publication, or report.  Notwithstanding the foregoing, all final decisions involving questions of breach of PHI shall be made by MCHCP, including whether a breach has occurred, and any notification, publication, or public reporting required or reasonably advisable under the HIPAA Rules and MCHCP’s Notice of Privacy Practices based on all objective and verifiable information provided to MCHCP by Business Associate under this Section 3.4
3.4.8 Business Associate agrees to bear all reasonable and actual costs associated with any notifications, publications, or public reports relating to breaches by Business Associate, any subcontractor of Business Associate, and any employee or workforce member of Business Associate and/or its subcontractors, as MCHCP deems necessary or advisable.  
3.5 Confidential Communications. Business Associate agrees it will promptly implement and honor individual requests to receive PHI by alternative means or at an alternative location provided such request has been directed to and approved by MCHCP in accordance with § 164.522(b) applicable to covered entities. If Business Associate receives a request for confidential communications directly from an individual, Business Associate agrees to refer the individual, and promptly forward the individual’s request, to MCHCP so that MCHCP can assess, accommodate, and coordinate reasonable requests of this nature in accordance with the HIPAA Rules and prepare a timely response to the individual.

3.6 Individual Access to PHI. If an individual requests access to PHI under § 164.524, Business Associate agrees it will make all PHI about the individual which Business Associate created or received for or from MCHCP that is in Business Associate’s custody or control available in a designated record set to MCHCP or, at MCHCP’s direction, to the requesting individual or his or her authorized designee, in order to satisfy MCHCP’s obligations as follows:
3.6.1 If Business Associate receives a request for individual PHI in a designated record set from MCHCP, Business Associate will provide the requested information to MCHCP within five (5) business days from the date of the request in a readily accessible and readable form and manner or as otherwise reasonably specified in the request.
3.6.2 If Business Associate receives a request for PHI in a designated record set directly from an individual current or former MCHCP member, Business Associate will require that the request be made in writing and will also promptly notify MCHCP that a request has been made verbally.  If the individual submits a written request for PHI in a designated record set directly to Business Associate, no later than five (5) business days thereafter, Business Associate shall provide MCHCP with: (i) a copy of the individual’s request to MCHCP for purposes of determining an appropriate response to the request; (ii) the designated record sets in Business Associate’s custody or control that are subject to access by the requesting individual(s) requested in the form and format requested by the individual if it is readily producible in such form and format, or if not, in a readable hard copy form; and (iii) the titles of the persons or offices responsible for receiving and processing requests for access by individual(s).  MCHCP will direct Business Associate in writing within five (5) business days following receipt of the information described in (i), (ii), and (iii) of this subsection 3.6.2 whether Business Associate should send the requested designated data set directly to the individual or whether MCHCP will forward the information received from Business Associate as part of a coordinated response or if for any reason MCHCP deems the response should be sent from MCHCP or another Business Associate acting on behalf of MCHCP.  If Business Associate is directed by MCHCP to respond directly to the individual, Business Associate agrees to provide the designated record set requested in the form and format requested by the individual if it is readily producible in such form and format; or, if not, in a readable hard copy form or such other form and format as agreed to by Business Associate and the individual.  Business Associate will provide MCHCP’s Privacy Officer with a copy of all responses sent to individuals pursuant to § 164.524 and the directives set forth in this subsection 3.6.2 for MCHCP’s compliance and documentation purposes.  
3.7 Amendments of PHI.  Business Associate agrees it will make any amendment(s) to PHI in a designated record set as directed or agreed to by MCHCP pursuant to § 164.526, and take other measures as necessary and reasonably requested by MCHCP to satisfy MCHCP’s obligations under § 164.526.  
3.7.1 If Business Associate receives a request directly from an individual to amend PHI created by Business Associate, received from MCHCP, or otherwise within the custody or control of Business Associate at the time of the request, Business Associate shall promptly refer the individual to MCHCP’s Privacy Officer, and, if the request is in writing, shall forward the individual’s request three (3) business days to MCHCP’s Privacy Officer so that MCHCP can evaluate, coordinate and prepare a timely response to the individual’s request.  
3.7.2 MCHCP will direct Business Associate in writing as to any actions Business Associate is required to take with regard to amending records of individuals who exercise their right to amend PHI under the HIPAA Rules.  Business Associate agrees to follow the direction of MCHCP regarding such amendments and to provide written confirmation of such action within seven (7) business days of receipt of MCHCP’s written direction or sooner if such earlier action is required to enable MCHCP to comply with the deadlines established by the HIPAA Rules. 
3.8 PHI Disclosure Accounting.  Business Associate agrees to document, maintain, and make available to MCHCP within  seven (7) calendar days of a request from MCHCP for all disclosures made by or under the control of Business Associate or its subcontractors that are subject to accounting, including all information required, under § 164.528 to satisfy MCHCP’s obligations regarding accounting of disclosures of PHI.  
3.8.1 If Business Associate receives a request for accounting directly from an individual, Business Associate agrees to refer the individual, and promptly forward the individual’s request, to MCHCP so that MCHCP can evaluate, coordinate and prepare a timely response to the individual’s request.
3.8.2 In addition to the provisions of 3.8.1, all PHI accounting requests received by Business Associate directly from the individual shall be acted upon by Business Associate as a request from MCHCP for purposes of Business Associate’s obligations under this section.  Unless directed by MCHCP to respond directly to the individual, Business Associate shall provide all accounting information subject to disclosure under § 164.528 to MCHCP within  seven (7) calendar days of the individual’s request for accounting. 

3.9 Privacy of PHI. Business Associate agrees to fully comply with all provisions of Subpart E of 45 CFR Part 164 that apply to MCHCP to the extent Business Associate has agreed or assumed responsibilities under the Contract or this Agreement to carry out one or more of MCHCP’s obligation(s) under 45 CFR Part 164 Subpart E.

3.10   Internal Practices, Books, and Records. Upon request of MCHCP or the Secretary, Business Associate will make its internal practices, books, and records relating to the use and disclosure of PHI received from, or created or received by Business Associate on behalf of MCHCP available to MCHCP and/or the Secretary in a time and manner designated by MCHCP or the Secretary for purposes of determining MCHCP’s and/or Business Associate’s compliance with the HIPAA Rules.
4 Permitted Uses and Disclosures of PHI by Business Associate.

4.1 Contractual Authorization. Business Associate may access, create, use, and disclose PHI as necessary to perform its duties and obligations required by the Contract, including but not limited to specific requirements set forth in the Scope of Work (as such term is defined in the Contract), as amended.  Without limiting the foregoing general authorization, MCHCP specifically authorizes Business Associate to access, create, receive, use, and disclose all PHI which is required to provide the services specified in the Contract.  The parties agree that no provision of the Contract permits Business Associate to use or disclose PHI in a manner that would violate Subpart E of 45 CFR Part 164 if used or disclosed in like manner by MCHCP except that:

4.1.1  This Agreement permits Business Associate to use PHI received in its capacity as a business associate of MCHCP, if necessary: (A) for the proper management and administration of Business Associate; or (B) to carry out the legal responsibilities of Business Associate.

  
4.1.2  This Agreement permits Business Associate to combine PHI created or received on behalf of MCHCP as authorized in this Agreement with PHI lawfully created or received by Business Associate in its capacity as a business associate of other covered entities to permit data analysis relating to the health care operations of MCHCP and other PHI contributing covered entities in order to provide MCHCP with such comprehensive, aggregate summary reports as specifically required by, or specially requested under, the Contract. 
4.2 Authorization by Law.  Business Associate may use or disclose PHI as permitted or required by law.
4.3 Minimum Necessary. Notwithstanding any other provision in the Contract or this Agreement, with respect to any and all uses and disclosures permitted, Business Associate agrees to request, create, access, use, disclose, and transmit PHI involving MCHCP members subject to the following minimum necessary requirements: 

4.3.1 When requesting or using PHI received from MCHCP, a member of MCHCP, or an authorized party or entity working on behalf of MCHCP, Business Associate shall make reasonable efforts to limit all requests and uses of PHI to the minimum necessary to accomplish the intended purpose of the request or use. Business Associate agrees its reasonable efforts will include identifying those persons or classes of persons, as appropriate, in Business Associate’s workforce who need access to MCHCP member PHI to carry out their duties under the Contract.  Business Associate further agrees to identify the minimally necessary amount of PHI needed by each such person or class and any conditions appropriate to restrict access in accordance with such assessment.  
4.3.2 For any type of authorized disclosure of PHI that Business Associate makes on a routine basis to third parties, Business Associate shall implement procedures that limit the PHI disclosed to the amount minimally necessary to achieve the purpose of the disclosure.  For all other authorized but non-routine disclosures, Business Associate shall develop and follow criteria for reviewing requests and limiting disclosures to the information minimally necessary to accomplish the purposes for which disclosure is sought. 

4.3.3 Business Associate may rely, if such reliance is reasonable under the circumstances, on a requested disclosure as the minimum necessary for the stated purpose if and when:

a) Making disclosures to public officials as permitted under § 164.512, if the public official represents that the information requested is the minimum necessary for the stated purpose(s); or 

b) The information is requested by a professional who is a member of its workforce or is a business associate of MCHCP for the purpose of providing professional services to MCHCP, if the professional represents that the information requested is the minimum necessary for the stated purpose(s). 

4.3.4 Minimum necessary does not apply to: uses or disclosures made to the individual; uses or disclosures made pursuant to a HIPAA-compliant authorization; disclosures made to the Secretary in accordance with the HIPAA Rules: disclosures specifically permitted or required under, and made in accordance with, the HIPAA Rules.

5 Obligations of MCHCP.

5.1 Notice of Privacy Practices. MCHCP shall notify Business Associate of any limitation(s) that may affect Business Associate’s use or disclosure of PHI by providing Business Associate with MCHCP’s Notice of Privacy Practices in accordance with § 164.520, the most recent copy of which is attached to this Agreement. 

5.2 Individual Authorization Changes. MCHCP shall notify Business Associate in writing of any changes in, or revocation of, the authorization by an individual to use or disclose his or her PHI, to the extent that such changes may affect Business Associate’s use or disclosure of PHI.  

5.3 Confidential Communications. MCHCP shall notify Business Associate in writing of individual requests approved by MCHCP in accordance with § 164.522 to receive communications of PHI from Business Associate by alternate means or at alternative locations, to the extent that such changes may affect Business Associate’s use or disclosure of PHI.
5.4 Individual Restrictions. MCHCP shall notify Business Associate in writing of any restriction to the use or disclosure of PHI that MCHCP has agreed and, if applicable, any subsequent revocation or termination of such restriction, in accordance with § 164.522, to the extent that such changes may affect Business Associate’s use or disclosure of PHI.
5.5 Permissible Requests by MCHCP. MCHCP shall not request Business Associate to use or disclose PHI in any manner that would not be permissible under the HIPAA Rules if done by MCHCP.
6 Term and Termination, Expiration, or Cancellation. 

6.1 Term. This Agreement is effective upon signature of both parties, and shall terminate upon the termination, expiration, or cancellation of the Contract, as amended, unless sooner terminated for cause under subsection 6.2 below. 
6.2 Termination.  Without limiting MCHCP’s right to terminate the Contract in accordance with the terms therein, Business Associate also authorizes MCHCP to terminate this Agreement immediately by written notice and without penalty if MCHCP determines, in its sole discretion, that Business Associate has violated a material term of this Agreement and termination of this Agreement is in the best interests of MCHCP or its members.  Without limiting the foregoing authorization, Business Associate agrees that MCHCP may, as an alternative or in addition to termination, require Business Associate to end the violation of the material term(s) and cure the breach of contract within the time and manner specified by MCHCP based on the circumstances presented.  With respect to this subsection, MCHCP’s remedies under this Agreement and the Contract are cumulative, and the exercise of any remedy shall not preclude the exercise of any other.  
6.3 Obligations of Business Associate Upon Termination. Upon termination, expiration, or cancellation of this Agreement for any reason, Business Associate agrees to return to MCHCP or deliver to another MCHCP business associate at MCHCP’s direction all PHI received from MCHCP, any current or former Business Associate or workforce member of MCHCP, or any current or former member of MCHCP, as well as all PHI created, compiled, stored or accessible to Business Associate or any subcontractor, agent, affiliate, or workforce member of Business Associate, relating to MCHCP as a result of services provided under the Contract. All such PHI shall be securely transmitted in accordance with MCHCP’s written directive in electronic format accessible and decipherable by the MCHCP designated recipient.  Following confirmation of receipt and usable access of the transmitted PHI by the MCHCP designated recipient, Business Associate shall destroy all MCHCP-related PHI and thereafter retain no copies in any form for any purpose whatsoever.  Within seven (7) business days following full compliance with the requirements of this subsection, an authorized representative of Business Associate shall certify in writing addressed to MCHCP’s Privacy and Security Officers that Business Associate has fully complied with this subsection and has no possession, control, or access, directly or indirectly, to MCHCP-related PHI from any source whatsoever.  
Notwithstanding the foregoing, Business Associate may maintain MCHCP-PHI after the termination of this Agreement to the extent return or destruction of the PHI is not feasible, provided Business Associate: (i) refrains from any further use or disclosure of the PHI; (ii) continues to safeguard the PHI thereafter in accordance with the terms of this Agreement; (iii) does not attempt to de-identify the PHI without MCHCP’s prior written consent; and (iv) within seven (7) days following full compliance of the requirements of this subsection, provides MCHCP written notice describing all PHI maintained by Business Associate and certification by an authorized representative of Business Associate of its agreement to fully comply with the provisions of this paragraph.
6.4 Survival. All obligations and representations of Business Associate under this Section 6 and subsection 7.2 shall survive termination, expiration, or cancellation of the Contract and this Agreement.

7 Miscellaneous. 

7.1 Satisfactory Assurance.  Business Associate expressly acknowledges and represents that execution of this Agreement is intended to, and does, constitute satisfactory assurance to MCHCP of Business Associate’s full and complete compliance with its obligations under the HIPAA Rules.  Business Associate further acknowledges that MCHCP is relying on this assurance in permitting Business Associate to create, receive, maintain, use, disclose, or transmit PHI as described herein.
7.2 Indemnification. Each party shall, to the fullest extent permitted by law, protect, defend, indemnify and hold harmless the other party and its current and former trustees, employees, and agents from and against any and all losses, costs, claims, penalties, fines, demands, liabilities, legal actions, judgments, and expenses of every kind (including reasonable attorneys’ fees and expenses, including at trial and on appeal) arising out of the acts or omissions of such party or any subcontractor, consultant, or workforce member of such party to the extent such acts or omissions violate the terms of this Agreement or the HIPAA Rules as applied to the Contract.  
Notwithstanding the foregoing, if Business Associate maintains any MCHCP-related PHI following termination of the Contract and this Agreement pursuant to subsection 6.3, Business Associate shall be solely responsible for all PHI it maintains and, to the fullest extent permitted by law, Business Associate shall protect, defend, indemnify and hold harmless MCHCP and its current and former trustees, employees, and agents from and against any and all losses, costs, claims, penalties, fines, demands, liabilities, legal actions, judgments, and expenses of every kind (including reasonable attorneys’ fees and expenses, including at trial and on appeal) arising out of the acts or omissions of Business Associate or any subcontractor, consultant, or workforce member of Business Associate regarding such PHI to the extent such acts or omissions violate the terms of the Act or the HIPAA Rules.
7.3 No Third Party Beneficiaries. There is no intent by either party to create or establish third party beneficiary status or rights or their equivalent in any person or entity, other than the parties hereto, that may be affected by the operation of this Agreement, and no person or entity, other than the parties, shall have the right to enforce any right, claim, or benefit created or established under this Agreement.
7.4 Amendment. The parties agree to work together in good faith to amend this Agreement from time to time as is necessary or advisable for compliance with the requirements of the HIPAA Rules.  Notwithstanding the foregoing, this Agreement shall be deemed amended automatically to the extent any provisions of the Act or the HIPAA Rules not addressed herein become applicable to Business Associate during the term of this Agreement pursuant to and in accordance with any subsequent modification(s) or official and binding legal clarification(s), to the Act or the HIPAA Rules.
7.5 Interpretation. Any reference in this Agreement to a section in the HIPAA Rules means the section as in effect or as amended. Any ambiguity in this Agreement shall be interpreted to permit compliance with the HIPAA Rules. 
THE UNDERSIGNED PERSONS REPRESENT AND WARRANT THAT WE ARE LEGALLY FREE TO ENTER THIS AGREEMENT, THAT OUR EXECUTION of this agreement HAS BEEN DULY AUTHORIZED, AND THAT UPON BOTH OF OUR SIGNATURES BELOW THIS SHALL BE A BINDING AGREEMENT TO THE FOREGOING TERMS AND CONDITIONS of this business associate agreement.

	Missouri Consolidated Health Care Plan
	
	Banking Company

	By: _____________________________
	
	By: ______________________________

	Title: Executive Director
	
	Title: ____________________________

	Date: ____________________________
	
	Date: ____________________________
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